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Brief & Purpose 

The purpose of this policy is to ensure that the collection and processing of customer data is legal, 

secure, relevant to the business and importantly is honest fair and transparent for customers. This 

needs to be communicated clearly to all team members and be acted on in our day to day activities. 

As the business world transitions from the Data Protection Act of 1998 to the new General Data 

Privacy Regulation (GDPR), which comes into force in May 2108, then Able Canopies will want to be 

sure that we comply with, and embrace fully, the new governance of personal data. 

This policy will set out the way that customer data will be handled and what is expected of the 

company’s processes, staff and suppliers. 

It will form part of our wider approach to quality in all that we do, and information security in 

particular. It is suggested that this policy be read along with the Marketing Department Data Audit, 

the Legitimate Interest Assessment (LIA) and the company’s Information Security Policy. 

 

Issue Issue Date Additions/Alterations Initials 

1.0 060218 First issue KB 

1.2 1052020 Date update TM 

1.3 04112022 Added signature line TM 

1.4 27112023 Review – updated version No on pages TM 

    

    

    

 

Scope 

This policy applies across the business but has particular relevance to the company’s marketing 

activities and the use of customer data and how it is gathered, stored and processed when executing 

promotional activity. 

The implications of the GDPR will run across the whole business and some aspects of this policy will 

apply to other areas who have contact with customers – for example, finance and projects. 

It should also be viewed in conjunction with our Information Security Policy which underpins our 

practices in relation to the secure use and storage of data and information. 

 

The General Data Protection Regulation (GDPR) 

The GDPR is a Europe wide directive that comes into force in May 2018. It is designed to strengthen 

and unify data protection for all individuals within the European Union. 

It is not the reason for this policy, as adhering to best practice in all spheres of our operation is 

something that Able Canopies is committed to, but it is a significant factor in this process and has 

been the driver of review and change. 
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There are some key definitions in the GDPR which are relevant to this policy. These are: 

• A controller determines the purposes and means of processing personal data.  
 

• A processor is responsible for processing personal data on behalf of a controller.  
 

• The GDPR applies to ‘personal data’ meaning any information relating to an identifiable 
person who can be directly or indirectly identified in particular by reference to an identifier.  

 

• This definition provides for a wide range of personal identifiers to constitute personal data, 
including name, identification number, location data or online identifier, reflecting changes 
in technology and the way organisations collect information about people.  

 

 

Policy Elements 

What data do we hold and why? 

The data that we collect from customers and then hold is: 

• name and job title 
• contact information including email address 
• demographic information such as postcode, preferences and interests 
• other information relevant to customer surveys and/or offers 
 
We hold this information to ensure that we can: 
 

a) deal with the customers immediate request for information or help 
b) to continue the dialogue and fulfil any subsequent orders 
c) to maintain contact to ensure we can provide after sales care and uphold the terms of our 

product guarantees 
d) to let the customer know about new products, product changes, offers, deadlines and other 

marketing information, that could include market research 
e) to build a relationship with the customer to encourage further opportunities for Able 

Canopies to quote for projects and hopefully complete sales 
 
On the whole this information is given by the customer either via an online form to request 
additional information or download an information document or during the course of a telephone or 
face to face conversation with an Able Canopies member of staff. 
 
It is at the point where the customer volunteers their information (especially online) that we make it 
clear why we hold their data, their ability to opt out of any subsequent contact and the legal basis 
we are using to process their data. 
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How do we comply with GDPR? 

As a result of our Legitimate Interest Assessment Able Canopies are confident that we can use that 

as a legal basis to process customers data. Our policy for data processing is therefore that of 

Legitimate Interest (LI). Advice suggests that one legal basis should be chosen and stuck with to 

ensure a consistent approach and clarity for customers. In brief the reasons for choosing LI are: 

Necessity - The processing activity is important because it allows the Able Canopies Data Controller 

to achieve the following functions and responsibilities: 

• Maintain contact with existing customers and prospects to achieve business growth targets 

• To keep customers informed of canopy maintenance tasks 

• To facilitate the swift resolution of customer service issues 

• To manage guarantees and installation activities 

The processing of email and mailing address data to complete these tasks is efficient, cost effective 

and swift, meaning we can manage data in an open and transparent way and deal with changes 

quickly. 

Balance - The processing is unlikely to have a negative impact on the individual’s rights as it forms 

part of an expected commercial relationship with the contact and is used to add value, answer 

queries and provide information. 

It is highly unlikely that give the commercial use and the processes already in place in relation to 

collection, use and deletion, that the processing will cause any harm or distress to the individual. 

From the start of the relationship and processing of data there is a transparent and expected 

approach to processing that is underpinned by good proactive management such as a clear Privacy 

Policy and easy to find unsubscribe options. 

Both necessity and balance are key descriptions in the GDPR. The GDPR states “may be regarded 
as…”, so organisations will still need to ensure they can establish necessity and balance their 
interests with the interests of those receiving the direct marketing communications. 
 

For the full Assessment see the links at the end of this document.  

The company’s Privacy Policy has also been updated to comply and is available on the company 

website and will be included in other communication (especially printed) where appropriate. 
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What do we communicate to customers? 

To comply with GDPR we will have to inform customers of the legal basis that we will be using to 

process their data and to inform them fully of their right to data privacy under the terms of the new 

Regulation. 

Ideally this will be completed on a first contact. On the Able Canopies website, we can provide 

prominent links to our Privacy Policy which will outline our legal basis for data processing. This will 

apply to any new contact forms or methods that are added to the website. 

For initial enquiries that come directly we will supply details of our Privacy Policy and legal basis for 

data processing in the subsequent follow up – via email or post. This will make it clear to customers 

how their data will be used and their rights related to that activity. 

 

How long do we hold data for? 

As a result of our Data Audit we now have clear guidelines on the length of time that we will hold 

data for: 

• During the quotation process, up to the placing of an order, the customers data will be kept 

in our CRM database. 

• If an order is placed the prospect becomes an existing customer and will be added to 

marketing lists to maintain the relationship as well as having their data held in the main 

database. 

• This data will be held for a minimum 10 years which is the length of the guarantee on our 

products. The data is required to manage that process should queries or the need for repairs 

arise. 

• If the quote is not progressed and the prospect does not become a customer we will hold 

the data for 3 years to ensure that we can call up the details should the prospect contact us 

again. We may also use these details for marketing communication to keep the prospect 

informed about Able Canopies products and offers. 

• If after 3 years there is no further response or contact from the prospect their details will be 

removed from any marketing lists. 

• When prospects and existing customers ask to be removed from marketing activities we will 

act on that instruction immediately and remove them from marketing lists. 

• Their data will still be held in the CRM database if they are an existing customer to ensure 

we can manage other issues such as the product guarantee. 

• Customers who ask to leave the marketing lists are marked so that they are not included in 

subsequent list that may be created (based on time frames or geographical locations for 

example) 
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How we process customer data? 

This has been detailed earlier in this document and in the LIA.  

In summary, we process customer data from existing customers to communicate new offers, new 

products and other information relevant to their ownership of a weather protection structure from 

Able Canopies. We do this mainly via email but also by the mailing of newsletters, postcards, 

brochures and letters. 

Customers where a quotation is in progress (also known as Quoted but Not Installed – QBNI). With 

this group because there is no confirmed commercial relationship (via product purchase) we only 

use email as a reminder  

New contacts. To acquire new contacts, we use a data processor who provides the customer data 

and then manages the processing of that data via email and/or printed mailing. Responses come 

direct to Able Canopies. At that point we communicate our customer data protection policies and 

process to the contact. 

General enquiries – where a contact has downloaded a brochure or literature from our website, or 

enquires via email, we set up a reminder or nurture programme of emails that sends 20 separate 

pieces of communication over a period of 9 months. The contact can unsubscribe from this 

communication at any time. 

 

Where it is held? 

The data is held in databases and marketing lists that are created and stored in our Dynamics CRM 

software. 

This enables us to run email campaigns directly from the system. Which is secure and efficient. 

On occasions marketing lists (where only relevant information such as name and email address or 

name and postal address are included) are transferred to a format such as Excel so they can be 

shared with mailing house suppliers. 

After a suitable period (to allow for any queries on delivery etc.) it is expected that our supplier will 

delete the information that we have sent to them. 

 

Who sees and/or uses it? 

Internally – customer data is available to all employees who have access to the CRM system. It is 

used by those who have direct contact with customers – sales, marketing, finance and the projects 

team. Their use of the system and the data is governed by their own staff department handbook and 

the Information Security Policy. 

Externally – as mentioned above, there are occasions when we do send some customer data to 

suppliers to enable them to carry out mailing services on our behalf. These suppliers will be pre-

approved to ensure that they are GDPR ready and have suitable data management practices and 

safeguards in place. A contract is entered into to ensure the details of data security, data use and 

any ongoing data management are clearly understood and adhered to. 
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Checking of suppliers (data processors) 

Before undertaking work with any new supplier (data processor) to provide services related to 

marketing or mailing, that will include the processing of customer data, we will need to be sure that 

they are fully GDPR compliant and can provide proof of their processes and policies. 

As this is a new regulation the way that companies will show this could vary so we will need to keep 

up to date with best practice and acceptable approaches to supplier assessment in this area. 

Copies of relevant information and policies provided by suppliers will be kept by Able Canopies in 

both a hard copy and digital format, as appropriate.  

 

Information technology 

Our policy to the specification, purchase and use of information technology to ensure that customer 

and business data is secure is covered in the Information Security Policy. See links below. 

 

Key roles 

To ensure that Able Canopies manages customer data professionally and legally, and to ensure we 

meet the requirements of the GDPR, we have set up clearly defined roles. 

Data Controller  

• This role will be responsible for determining the purposes and means of processing personal 

data. 

• They are also responsible for contracts with processors and that those contracts comply with 

GDPR. 

The Able Canopies Data Controller will work closely with data processors to oversee their work and 

ensure that it complies with the GDPR. 

Data Processors 

A processor is responsible for processing personal data on behalf of a controller. In the case of Able 

Canopies this will sometimes be an internal resource, member of staff and will sometimes be an 

external supplier. 

They are responsible for maintaining records of personal data and processing activities. 

 

What happens in the event of a data breach? 

The Information Commissioners Office defines a data breach as: 

‘A personal data breach can be broadly defined as a security incident that has affected the 
confidentiality, integrity or availability of personal data. In short, there will be a personal data breach 
whenever any personal data is lost, destroyed, corrupted or disclosed; if someone accesses the data 
or passes it on without proper authorisation; or if the data is made unavailable and this 
unavailability has a significant negative effect on individuals.’ 
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We have a clear protocol to follow in the event of a data breach. 

Prior to any breach 

We are able to recognise a data breach and understand that a breach can take many forms: 

• access by an unauthorised third party 

• deliberate or accidental action (or inaction) by a controller or processor 

• sending personal data to an incorrect recipient 

• computing devices containing personal data being lost or stolen 

• alteration of personal data without permission 

• loss of availability of personal data 
 

Our response plan is laid out below ‘Responding to a breach’. Key staff will be familiar with this 

overall policy document, our Information Security Policy and the details relating to any data breach. 

Responsibilities have been allocated to the Data Controller and member of the senior management 

team, Managing Director and Operations Director. 

Staff will be informed of this policy and of the specific nature of the seriousness of a data breach and 

how that can be escalated and dealt with through contact with the right person in the organisation. 

Responding to a breach 

Our plan for responding to data breach is outlined below: 

• To inform the Information Commissioners Office (ICO) within 72 hours of the breach. 

• To inform affected customers about the breach where there is a high risk to their rights and 

freedoms. For individuals who fall into this category we must inform them without delay. 

Providing them with appropriate advice about the breach and how they can protect 

themselves from any effects. 

• We will document all breaches, recording the details of dates, the nature of the breach, who 

was affected and what actions were taken to correct the error. 

When we report a breach the information that we will provide will be: 

• A description of the nature of the data breach including: 

• The number of people involved, the types and number of personal data records, the name of 

the data protection officer (when appointed)  

• A description of the likely consequences of the breach 

• A description of the measures taken to deal with the breach and any actions required to 

reduce any possible negative effects. 

Should we ever need to inform individuals about a data breach we will provide the following 

information: 

• The nature of the breach – clearly and simply 

• The contact details of the data protection officer or other senior contact who will be dealing 

with the breach 

• A description of the likely consequences of the breach 

• A description of the measures taken or proposed, to deal with the breach and any resulting 

effects 
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Links to other relevant docs 

• Marketing Department Data Audit 

• Legitimate Interest Assessment (LIA) 

• Information Security Policy 

 

Appendices 

Copy of New Privacy Policy 

 
Privacy Policy 
 
Able Canopies Ltd 
9 -11 Faraday Close 
Gorse Lane Industrial Estate 
Clacton on Sea 
Essex 
CO15 4TR  

 
Registered in England No.5391477 
 
At Able Canopies, we are committed to protecting your privacy and information security. Please read 
this Privacy Policy carefully so that you are aware of the steps we take to protect your privacy, what 
information we collect, how we use it now or may use it in the future and what your rights are. 
 

Controllers of Information 
 
Any personal information provided here or gathered by our website is controlled by Able Canopies 
Ltd., at the address shown above. 
  
We aim to process customer data and information provided by prospects in a fair and transparent 
manner.  This document explains why we collect data, what we collect and how we use it. If you are 
unsure about how we are handling your information or you think we could improve our approach to 
data privacy please contact us using the information above. 
 
What information do we collect? How do we use it? 
 
When you use our website or the online publications published on our site and/or register 
information with us, we may collect, derive, combine, access, or otherwise process your personal 
information for the following purposes: 
 

• The monitoring of customer traffic patterns and website usage to help us to develop the 
design and layout of the website 

• Notifying you of Able Canopies Ltd news and information, which we think, may be of interest 
to you including by email or by physical mail, where you have granted us permission to do so 

• Offering, administering and providing products and services. 

• Sending you surveys for quality management purposes 
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We may collect the following information: 

• name and job title 

• contact information including email address 

• demographic information such as postcode, preferences and interests 

• other information relevant to customer surveys and/or offers 
 
 

Legal basis for processing your data 

Under the requirements of the General Data Privacy Regulation (GDPR) we use the following legal 
basis for processing your data: 
 
In the pursuit of our legitimate interests as a commercial organisation including the marketing and 
promotion of our brand, products, and services and to fulfil any contractual obligations we may have 
when you make purchases from us, such as guarantees. 
 
For more information on our approach to Legitimate Interest click here. 
 
We will never use your information in a way incompatible with this privacy notice. This will include 
amongst others that: 

• We will not put any information about you on general release nor will we sell such 
information; 

• We will not transfer personal data outside of the European Economic Area. 

 
Your consent 
 
By using our website, you consent to the use of any information provided by you, collected from 
you, by Able Canopies Ltd. for the purposes described in this privacy notice. You have a right to 
withdraw your consent at any time for any of the processing activities that are based on your 
consent, by sending us an e-mail to sales@ablecanopies.co.uk 
 
Retention 
We collect personal information for specific purposes and on specific legal bases and endeavour to 
collect only the personal information required for those purposes. Once this purpose has been 
fulfilled and the personal information is no longer required, we will anonymise your data by 
removing any identifiable information or erase it. 
 

Your rights: 
You have the right to request at reasonable intervals, access to the personal information we have 
collected about you. Please refer any access request to sales@ablecanopies.co.uk 
 
When requesting access to your personal data provide as much detail as possible about what 
personal data you would like access to and include in the subject line that it regards an access 
request. For complying with your access request, we may ask you to provide us with evidence of 
your identity plus some additional information. We also reserve the right to charge for the cost of 
providing the information if it is deemed excessive. 
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If you so choose you may request us to rectify, erase or block the processing of your personal data if 
that personal data is no longer accurate, up-to-date or when the further processing of that personal 
date would be in violation of applicable data protection legislation. 
 
You have a right to receive any personal data that you have provided to us in order to transfer it 
onto another data controller where the processing is based on consent and is carried out by 
automated means called a data portability request. You have the right to object to our processing of 
your personal data where the basis of the processing is our legitimate interests including but not 
limited to direct marketing and profiling. 
You have a right to information about how we are processing information about you and we have an 
obligation to processes only a minimum of data for specific, explicit and legitimate purposes in a fair, 
lawful and transparent manner. This privacy notice fulfils our obligations to provide you with 
information but you should contact us directly if you have any questions or concerns. 
 
You have a right to lodge a complaint about any aspect of how we are handling your data with the 
Information Commissioner’s Office in the UK who can be contacted here: 
https://ico.org.uk/concerns/ 
 
If you have questions regarding your privacy we are happy to discuss privacy and data protection 
with you. You may contact our us on sales@ablecanopies.co.uk 
 
Security 
We endeavour to take all reasonable steps to protect your personal data including the use of 
encryption technology, but cannot guarantee the security of any data you disclose online. You 
accept the inherent security implications of sending information over the Internet and will not hold 
us responsible for any breach of security unless we have been negligent. 
 
Applicable data protection law 
This privacy notice has been based on the General Data Protection Regulation (GDPR). If you are 
subject to more stringent data protection legislation please refrain from using this website or any of 
our other services. 
 
Changes to this notice 
We might periodically change this privacy notice. If we decide to change our privacy notice, we will 
post those changes on this page. We therefore recommend you re-visit this page periodically to 
check for changes. 
 
This Privacy Policy is: ACPPGDPR0218 – V1.0 
 

 

 

  

https://ico.org.uk/concerns/
mailto:sales@ablecanopies.co.uk
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Copy of Cookie Policy 

Note the penultimate paragraph of this Policy will need updating once the GDPR comes into force. 

Cookies 

How we use cookies 
 
A cookie is a small file which asks permission to be placed on your computer's hard drive. Once you 
agree, the file is added and the cookie helps analyse web traffic or lets you know when you visit a 
particular site. Cookies allow web applications to respond to you as an individual. The web 
application can tailor its operations to your needs, likes and dislikes by gathering and remembering 
information about your preferences. 
 
Analytics Cookies: We use traffic log cookies to identify which pages are being viewed and from 
which traffic sources, using a service provided by Google Analytics. This helps us analyse data about 
web page traffic and improve the performance of our website in order to tailor it to customer needs. 
We only use this information for statistical analysis purposes and then the data is removed from the 
system. 
 
Overall, cookies help us provide you with a better website, by enabling us to monitor which pages 
you find useful and which you do not. A cookie in no way gives us access to your computer or any 
information about you, other than the data you choose to share with us. 
 
You can choose to accept or decline cookies. Most web browsers automatically accept cookies, but 
you can usually modify your browser setting to decline cookies if you prefer.  
 
If you want to delete any cookies that are already on your computer, please refer to the instructions 
for your file management software to locate the file or directory that stores cookies.  
Information on deleting or controlling cookies is available at www.AboutCookies.org. Please note 
that by deleting our cookies or disabling future cookies you may not be able to access certain areas 
or features of our site. 
 
Links to other websites 
Our website may contain links to other websites of interest. However, once you have used these 
links to leave our site, you should note that we do not have any control over that other website. 
Therefore, we cannot be responsible for the protection and privacy of any information which you 
provide whilst visiting such sites and such sites are not governed by this privacy statement. You 
should exercise caution and look at the privacy statement applicable to the website in question. 
 
Controlling your personal information 
If you have previously agreed to us using your personal information for direct marketing purposes, 
you may change your mind at any time by writing to or emailing us at sales@ablecanopies.co.uk 
 
We will not sell, distribute or lease your personal information to third parties unless we have your 
permission or are required by law to do so. We may use your personal information to send you 
promotional information about third parties which we think you may find interesting. 
 
You may request details of personal information which we hold about you under the Data Protection 
Act 1998. A small fee will be payable. If you would like a copy of the information held on you please 
write to 9-10 Faraday Close, Gorse Lane, Clacton on Sea, CO15 4TR. 
 

http://www.aboutcookies.org/default.aspx


13 
 

Customer Data Policy TM V1.4 271123 

If you believe that any information we are holding on you is incorrect or incomplete, please write to 
or email us as soon as possible, at the above address. We will promptly correct any information 
found to be incorrect. 
 

   

Signature:   Original Signed 

 

Date:       Original dated 

Name:         Tracy Meakins Position:  Managing Director 

 


